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1 Introduction

At the moment we have achieved a high degree of alignment between the Parlay, ETSI and 3GPP specifications. For example applications using the Call Control APIs can now be implemented and used no matter which specification (Parlay, ETSI or 3GPP) is used for its implementation. 

However, we still have one major mismatch: the FW – Services interfaces. Because 3GPP requirements do not include supporting a business model where the FW and the SCSs are deployed in different administrative domains, only some of the Parlay FW – Services interfaces have been adopted in the 3GPP specifications: those required to allow multi-vendorship, which is a 3GPP requirement; these are the Service Registration and Service Factory interfaces.

Parlay on the other hand has a complete separate set of specifications for the FW – Services interface, where interfaces that duplicate the functionality of 
all application – FW interfaces are specified. 

2 Is it a problem?

Why should this be a problem? It is not for applications, but an operator that deploys the API may buy the SCSs from different vendors, and each vendor may chose to follow either the 3GPP or the Parlay specification. And in order to be able to support both Parlay and 3GPP based Service Capability Servers a FW implementation must support both the IpFW<something> as well as the Ip<something> to be used by SCSs: 

· A Parlay SCS needs both: since it may not be in the same domain as the FW, the way a Parlay SCS register s is first contacting the IpFWInitial, then starting with authentication towards the IpFWAuthentication, and finally obtaining a reference of the registration interface on the IpFWAccess.

· A 3GPP SCS need both kinds of interfaces as well: it does not need to be authenticated, but still needs to register, because of the multi-vendorship requirement. This is what the Service registration and Service factory are for. But to be able to register an SCS needs a registration interface, and the way to obtain it is contacting an Initial interface (the only one every SCS has when deployed), getting from it a reference to an Access interface, and from then on using the latter for discovering all other necessary interfaces. A 3GPP SCS uses the Ip<something> interfaces for this (same as applications do): first it contacts the IpInitial, bypasses the authentication and then obtains the registration interface on the IpAccess. 

Of course both the Ip<Something> and the IpFW<something> can be implemented by the same object(s), but it would be better to have the alignment already on the interface level.

3 Way out

We believe the misalignment can be fixed by removal of all the duplicate FW and Svc interfaces on the FW – Service interface, e.g. removal of the duplicate IpFW<something> and IpSvc<somthing> interfaces and generalise the Ip<something> and IpApp<something> in case needed. Idea behind this is that when the Service wants or needs to use e.g. the Authentication, it can use the same interface as the application does. Why should we have a duplicate interface just because an application and an SCS can be in different domains ? It is then preferred to rename the IpApp<something> interfaces to IpClient<something> interfaces

4 Other impact on the specifications

Except for the points in the previous paragraph there is no further impact in the OSA specification. The dynamical behaviour (i.e. the sequence of the interactions across inter-domain interfaces) of “trusted” Parlay Services (i.e. those in the same administrative domain as the FW), same as the one for any 3GPP SCS, may be different than the one from “non-trusted” Parlay Services because they don’t need to be authenticated. But skipping the authentication is internal by definition (since it only happens for the single-domain case), and therefore it is not reflected in the standard.
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